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This guide covers how to initially set up your Duo multifactor authentication (MFA) on your mobile device and how 

to use it to log into your computer. Photos and instructions may vary slightly based on your device/software used 

and product updates.  

 
1. First, install the Duo Mobile app to your mobile device for later use 

 
2. You will receive an enrollment email that will look similar to the below. Click the link to proceed with enrollment  
 

 
 
  

Setting up and Using Duo 

Authentication 
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3. Navigate through the wizard to add and verify your phone number. 
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4. When logging onto a computer, you will receive the following prompt. We recommend the push notification, 
which will appear on your phone 

 

 
 
5. You will receive a prompt to set up an offline access code. This is recommended, as without this, if your 
computer does not have an internet connection, you will not be able to log in. Once this is set up, it typically will 
not ask again, so this is a one-time process. If you use multiple computers, each one will require a unique offline 
access code.  
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6. To enroll in offline access, follow the on-screen instructions to scan the QR code with your Duo app. This will 
give you a specific offline code for this computer.  

 
 

7. Once offline access is set up you will have a code on your phone that can now be used to authenticate if you do 
not have internet access   
 

 
8. On additional logins, you can simply use the push notification, phone call, or code to authenticate your login. 

 
 
Reach out to SmartPath Technologies if you experience any issues.  


